
 

   



 
 
10.  Files and software applications not explicitly required for academic work may not be used during class times, 

study periods or breaks. Headphones may not be used during these times unless there is a specific legitimate 
purpose, with permission given by a teacher. 

 
11. Network access and communication is monitored and logged. The Principal reserves the right to access these logs 

at any time to monitor students’ usage.  
 
12. Senior students (Year 11 and 12), students completing TAFE courses or with Individual Education plans may seek 

permission to BYOD to connect to the CHCS network and internet. Approval from the Principal or appointed 
delegate is needed, by completing the CHCS BYOD form. 

 
13. To connect to the CHCS Network, all student devices must have an SSL Certificate installed on their devices by our 

IT Vendor  
 

 
 
  



 

   

Heritage College Sydney 
wisdom through knowledge 

 

 

 

 

 

 

 

 

 
Student Agreement for BYOD connecting to school network 

 
(Year 11 & 12 students, students with IEPs and other students with particular needs who BYOD to 
school, to be approved by the Principal) 
 

I agree to abide by the rules and conditions in the


